
  
  

 

 
    

 

  

  

   

  

   

 

  

  
 

  
    
    

 

 

  

  

 

 

  

  
 

 
 

  

   
 

   

   
 

  

  
 

 

 

  

 

                 

 

 

 

   

  

   
 

   

 
    

      
         

  
  

  

  
 

  
   

  
   

 

 

 

RISK INTELLIGENCE QUICK FACTS 
Risk Intelligence (RI) is the ability of an organization to gather information that will identify uncertainties in the workplace. 

Benefits 

Identify, 
communicate, 

and mitigate risk 

Monitorprocesses 
to identify areas 
for improvement 

Improve flow 
of information 

Establish early 
warning systems 

to respond 
proactively 

Promote 
awareness of 
entity  work 

Enhance your 
reputation 

Risk Management 
Process 

Establish mission, 
goals, objectives 

Identify Risks 

Develop Controls 

Monitor and adjust, 
if needed 

Consider When 
Escalating 
Information 

Mission Critical? 

Affects more than 
one unit, program? 

Response requires 
input from more 
than one unit, 

program? 

EEO or 
Personnel Related? 

Safety Related? 

Risk Statement 
Elements 

What could 
go wrong? 

What is the cause? 

What is the result? 

RiskResponse
"Control" 

Accept 
and Monitor 

Share (Transfer) 

Avoid (Eliminate) 

Manage (Mitigate) 

Resolve 
Delegate 
Escalate 

Steps to Risk
Awareness 

Leadership’s 
visible and 

vocal support 

Policies and 
procedures in writing 

and accessible 
to all staff 

Team brainstorming 
about risks 

and responses 

Identify controls 
for addressing risks 

Support and 
monitor controls 

Training all staff 
about RI 

Smart Goals 

Specific 
Measurable 
Achievable 
Realistic 
Timely 

Communication 
Pointers 

Establish methods 
and frequency 

Request feedback 

Early and often 

PrioritizingRisk
Factors 

Likelihood 
Probability 

of occurrence. 

Impact 
Level and 

consequence. 

Velocity 
How fast the 
impact is felt 

Control Types 

Preventative 
helps to 

preventrisks 

Detective 
detects issues 

after occurrence 

Corrective 
repairs or restores 

to prior state 

State Leadership Accountability Act Requirements 

• Government Code sections 13400-13407 
• All levels of management must be involved 
• Each state agency must maintain effective systems of internal control 
• Controls must be monitored and detected control weaknesses must be corrected 

Internal Controls 
Influence activity 

or behavior, methods 
to overcome risks 

Risk Management 
Identifying and 

responding to risks 

Governance: 
Framework of oversight 

and orchestration 

Enterprise Risk Management: 
Risk management applied 
across departmental units 

rather than addressed in silos 

Monitoring Techniques 

• Code checkpoints 
• Milestones
• Metrics


